
Bulletproof’s vulnerability testing uses proprietary software and an extensive database of known 

security vulnerabilities to identify weaknesses in a gaming organization’s computer systems. 

The resulting report provides a detailed assessment that helps reduce risk and meet industry 

best practice standards. Bulletproof will work together with your organization to remediate any 

potential vulnerabilities that are identified.

Penetration testing provides simulated real-world attacks on gaming computer systems to 

identify potential critical points of failure before these computer systems can be attacked and 

exploited. Bulletproof will work together with your organization to remediate any points of failure 

that are identified.

BULLETPROOF’S VULNERABILITY AND PENETRATION TESTING PRICING 

Vulnerability Testing (external only) $11,000 USD*

Penetration Testing (external only) $13,000 USD*
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Protect Your Most Valuable 
Gaming Assets with IT 

Vulnerability and Penetration 
Testing from Bulletproof™ 

 — a GLI® Company

Today’s modern gaming enterprises throughout the Asia-Pacific region and the world are 

powered by technologies that are increasingly at risk of sophisticated attacks by cyber 

criminals. To protect your most valuable gaming assets, you need to test your internal and  

external IT systems for vulnerabilities that expose you to cyber-attacks.

https://www.bulletproofsi.com/gaming/
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Bundle 1: Online Presence Review – Cost: $16,000 USD*

 •  External Infrastructure Vulnerability Assessment:  Identifies exploitable areas that could 
result in unauthorized access. (Includes 20 IPs)

 •  External Penetration Test: Validates any weaknesses identified by the external 
infrastructure vulnerability assessment.  
(Includes 20 IPs **excludes Web Applications**)

 •  Web Application Security Assessment: Identifies vulnerabilities and exploitable areas that 
could result in the loss of data and/or application compromises. (Includes one URL)

Bundle 2: Land-Based Casino Review – Cost: $23,000 USD*  
(+ travel time and expenses) Includes up to 1000 IPs total

 •  Internal Infrastructure Vulnerability Assessment: Identifies exploitable areas that could 
result in unauthorized access to internal infrastructure.

 •  Internal & External Penetration Test: Validates any weaknesses identified by the internal 
and/or external infrastructure vulnerability assessment.

 •  External Infrastructure Vulnerability Assessment: Identifies exploitable areas that could 
result in unauthorized access to external infrastructure.  

 •  Wireless Network Assessment: A wireless assessment and penetration test that validates 
any weaknesses in the wireless infrastructure and its configuration.

PROTECT THE SECURITY OF YOUR  

VALUABLE GAMING IT ASSETS.

Contact Bulletproof today.

Ensure that your online, mobile, and land-based gaming IT systems are locked down and secure  

with comprehensive vulnerability, penetration, and security testing from Bulletproof.  

Contact us for your complimentary cybersecurity consultation.  

For more information, please visit bulletproofsi.com/gaming. 

+853 2857-5026  |  M.Wong@gaminglabs.com

ONLINE AND LAND-BASED VULNERABILITY, PENETRATION TESTING, 
AND SECURITY ASSESSMENT BUNDLES  

*Price estimates are limited to the Asian region and subject to change without notice.  Prices are exclusive of any applicable taxes and travel costs.  
Please contact us to confirm pricing and service availability or to discuss custom services and pricing tailored to your unique engagement.  Additional 
terms and conditions may apply.
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